CYBERSECURITY (OT/IT) INCIDENT REPORT FORM
Use this form to document any cybersecurity issues, breaches, hacks, malware, or any other incidents. Please note: Some states may have regulations restricting how and what information can be disclosed to non-state entities. 
Date of Report: 
	CONTACT PERSON



Full Name:                                           Address:
Job Title: 
Phone:                                                 E-Mail:

	THE INCIDENT



Date of Incident:                             Time:                                       ☐ AM ☐ PM
Type of Incident: ☐ Malware ☐ Data Breach ☐ Phishing ☐ Other:
How was the incident detected / discovered? 

	NOTIFICATION



Were other personnel notified? ☐ Yes ☐ No
If yes, describe: 

	CONTAINMENT



Were any containment measures made? ☐ Yes ☐ No
If yes, describe:

Can systems safely fail-over or continue operating? 

	IMPACTED SERVICES



Was anything permanently impacted by the incident? ☐ Yes ☐ No
If yes, describe: 

Was there an impact to the utility’s Operational Technology (OT) systems? ☐ Yes ☐ No If yes, describe: 

Was there an impact to drinking water or wastewater because of the incident? ☐ Yes ☐ No
If yes, describe: 

Was there an impact on the utility’s ability to provide drinking water or process wastewater because of the incident? ☐ Yes ☐ No If yes, describe:  

What networks and systems are affected by the attack vector, and can the problem spread to other sites and customers? 

	ATTACK VECTOR



Do you know how the attack was made? ☐ Yes ☐ No
If yes, describe: 

Was this internal or external to the organization? 

	INFORMATION IMPACT



Was there any data, records, or information breached? ☐ Yes ☐ No
If yes, describe: 

Are there legal or safety issues caused by the attack? ☐ Yes ☐ No
If yes, describe: 

	OTHER



Is there any other information you would like to include in this report? ☐ Yes ☐ No
If yes, describe: 

	
1					
[bookmark: _Toc195530084]APPLICABLE REGULATIONS AND REQUIREMENTS
The following applicable requirements will be referenced during a cybersecurity incident:
[Update the table below based on your utility’s location and corresponding local and state cyber regulations or laws]. 
	Requirement/Standard
	Relevant Law/Policy

	[Notification requirements for PII data breach]
	[Local/State Code] 

	[Notification requirements for incident potentially affecting public health]
	[State regulatory agency regulation and Public Notification Rule]

	
	



[bookmark: _Toc195530085]TESTING AND UPDATES
  testing of the CIRP using tabletop exercises and practical simulations of potential incident scenarios is necessary to ensure the Incident Response Lead/Incident Response Team, utility staff, OT/IT contractors, and any vendors (e.g., third party billing provider) are aware of their obligations during a cyber incident at                         , unless actual cyber incidents occur which test the full functionality of the CIRP.
· The CIRP will be tested  
· The Incident Response Lead/Incident Response Team will record observations made during the testing, such as steps that were poorly executed or misunderstood by participants and those aspects of incident response that need improvement.
· The Incident Response Lead will ensure that the CIRP is updated and distributed to Incident Response Team members (as applicable).



[bookmark: _Toc195530086]APPENDIX A – OT/IT System Overview
[If any of the information listed in this appendix is maintained elsewhere (e.g., in other utility documents), please feel free to reference those information sources in the table in Section 1.0 of this plan. There is no need to duplicate this information here.]
Network Topology
[Attach a high-level diagram of the application/system data flow and data storage, including all interconnected OT and IT system names and networks (e.g., public vs. private)]
System Hardware Inventory
[Please update the table below with all your utility’s OT and IT network assets and devices. Please add or remove any rows or columns as needed. If you have an external system/software that manages your inventory, feel free to insert the link here or replace the table with a graphical list of the hardware inventory.]
	Asset or Serial #
	Item Description
	Make and Model
	Contractor
	Location
	Date Purchased or Leased

	
	
	
	
	
	

	
	
	
	
	
	



System Software Inventory
[Please update the table below with all your utility’s OT and IT device software. Please add or remove any rows or columns as needed. If you have an external system/software that manages your inventory, feel free to insert the link here or replace the table with graphical list of the hardware inventory.]
	Name
	Description
	Version
	Developer
	Date installed
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